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Abstract. In traditional visual cryptographic methods, a reconstructed secret image is
usually at a binary gray level and is expanded in size, and the created shadow images
often appear meaningless and noise-like. This paper will provide a meaningful shadow
based multiple gray level visual cryptography without size expansion (MSML) method.
This method not only creates a reconstructed secret image with multiple-gray levels and
without size expansion, but the created shadow images also appear similar to the cover
images specified by the user. Moreover, a user can adjust the qualities of the reconstructed
secret image and the shadow images according to his requirements.
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1. Introduction. Along with the rapid development of the Internet technology, security
is an important issue for the protection, authentication and privacy of confidential data
delivered via networks [5]. In recent years, many data embedding methods, such as image
hiding [4,9], secret sharing [6,10,12,13], have been proposed to avoid seizure of confidential
data. However, these methods require complex computations for decoding. Naor and
Shamir [7] proposed a visual cryptography (VC) method that can reconstruct, without
any computations, the secret image by collecting the shadow images for identification via
the human visual system.

The VC method can be extended to a (k,n) visual secret sharing (VSS) method [7].
In a (k,n) VSS method, a secret image is encoded into n noise-like shadow images or
transparencies. When any k or more shadow images are assembled together, the secret
image is revealed. However, stacking fewer than k shadow images cannot reveal any
information about the secret image.
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