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ABSTRACT. In this paper, digital image watermarking based on parameters amelioration
of parametric slant-Hadamard transform using genetic algorithm is presented. In image
watermarking procedure, the image is divided into separate blocks and the parametric
slant-Hadamard transform is applied on each block individually. Then, the watermark
is embedded in the transform domain and the inverse transform is carried out. The
main advantage of the selecting parametric slant-Hadamard transform is the availability
of transform parameters which could be used to ameliorate the fidelity and robustness. In
general, the fidelity and robustness properties of watermarking schemes are in conflict.
Here, a genetic algorithm is introduced to ameliorate the transform parameters to improve
both the fidelity and robustness simultaneously. Additionally, to increase the security of
our algorithm, different sets of parameters are sought for each block individually. Exper-
imental results show that the introduced watermarking scheme produces remarkably high
fidelity with highly robust watermark against various attacks.

Keywords: Digital image watermarking, Genetic algorithm, Parametric slant-Hadamard
transform, Fidelity, Robustness

1. Introduction. Easy access to digital images via the Internet and other communica-
tion means as well as the availability of powerful software and hardware tools to edit
digital images have made authentication of digital images a problematic issue. An ef-
fective solution to resolve this issue is through digital image watermarking techniques.
Digital image watermarking is a technique of embedding additional information called
watermark into an image by preserving perceptual quality of the original image. The wa-
termark may be detected or extracted for owner identification and/or integrity verification
of the watermarked images [1].

There are two types of watermarked images: visible or invisible. The visible water-
marked images consist of a visible message or a company logo indicating the ownership of
the image. While, the invisible watermarked images are almost identical to the original
ones though the embedded watermarks and they are invisible to normal eyes [2]. In this
article, we consider the invisible watermarked images.

Among others, invisible digital image watermarking algorithms need to satisfy two
very important requirements: fidelity and robustness. The fidelity makes sure that the
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distortion between the original and watermarked image remains imperceptible to a human
observer. While the robustness ensures the ability of the authorized party to extract the
watermark, with an acceptable quality, from an attacked watermarked image [3].

The watermarking algorithms are classified depending on how the watermark is em-
bedded. In fact, depending on the domain in which the watermark is embedded, digital
watermarking techniques can be classified as spatial and spectral domain techniques. In
the spatial domain methods, a watermark is inserted into an image by modifying the im-
ages’ pixel values directly [4]. However, spectral domain approaches transform the original
image into the frequency domain and modulate the transfer’s coefficients to embed the
watermar. In general, spectral domain methods are more robust than spatial domain
against many common attacks [5].

A fundamental advantage of transform-based techniques is that the transformed version
of the image has good energy compactness properties and most of image energy can
be captured within a relatively small number of the transform coefficients. It is to be
noted that the transform basis functions corresponding to these coefficients carry the
most perceptually important information of the image. Also, transform-based domain
watermarking techniques facilitate the process of selecting the most suitable portions of
the original image to insert a robust and invisible watermark [6].

Maybe, the earliest transforms which were utilized in watermarking schemes were Dis-
crete Fourier Transform (DFT) [7]. This transform scheme could utilize rotation, scale
and translation invariant properties. Later, Pun embedded the watermark in the DFT
coefficients with the highest magnitudes and used the similarity measure in detection
procedure [8].

Next, Discrete Cosine Transform (DCT) was extensively utilized in watermarking sche-
mes. By using the DCT, an image was divided into frequency bands, and the watermark
was embedded in low and middle frequency bands. Sensitivities of the Human Visual
System (HVS) to changes in these bands were studied in the context of JPEG compression,
and the results of these studies were exploited to minimize the visual impact of the
watermark embedding distortion [9].

In addition, many multi-resolution watermarking techniques were proposed by using
Discrete Wavelet Transform (DWT). In this group of watermarking schemes, the original
image and watermark were decomposed into sub-bands and then, the watermark sequence
was embedded into the corresponding level of the transformed image. The sub-band
decomposition technique facilitated placement of the watermark which exploited HVS
characteristics to obtain more fidelity of the watermarked images [10].

Among other transform-based schemes, Discrete Hadamard Transform (DHT) and
its variants were used extensively to develop some effective image watermarking algo-
rithms [11]. One of noticeable methods is a work done by Li et al. They proposed a
block-based DHT method where watermark information was inserted into Hadamard co-
efficients. The DHT domain watermarking method shows some advantages over other
transform-based methods including low computation cost and robust watermark. The
robustness was due to the sequencing effect which packed energy of the image in the low
and middle frequency coefficients [12].

Another transform-based method which was usually used for semi-fragile digital image
watermarking, required for image authentication and self-restoration, was Slant Trans-
form (ST). Zhao et al. embedded the watermark bits into the middle frequency region
of each block after applying the ST to the original image. Then, the original image was
compressed and the watermark was embedded into the least significant bits of the wa-
termarked image for subsequent self-restoration. They indicated that the ST was more
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robust, accurate and faster than other transforms such as the DCT and pinned sine trans-
form [13].

It is well known that the ST is the best compaction performance among the non-
sinusoidal fast orthogonal transforms but it is not comparable in its compaction perfor-
mance measure among the sinusoidal transforms such as the DCT [14]. Note that, in
general, there is a trade off between the compaction performance of an orthogonal trans-
form and its computational complexity. For example, the Karhunen-Loeve Transform
(KLT) is an optimal transform in compaction but definitely not low in computational
complexity [15]. Therefore, the need arises for the ST improvement schemes without
incurring their computational complexity.

To improve the performance of the ST, Agaian et al. introduced a new concept for a
class of parametric slant transform that includes special cases of the slant and Hadamard
transforms. Their work led into the Parametric Slant-Hadamard Transform (PSHT) with
different applications [14].

A remarkable property of the PSHT is that it is guaranteed to have 2" ! — 1 zero
coefficients for a transform of order 2". In particular, for digital image applications, an
image is transformed to a domain in which many coefficients are zeros; i.e., energy in
the transform domain is less distributed. Also, the entropy of the coefficients in the
PSHT domain decreases compared with other domains that do not have such energy
compactness. Furthermore, the PSHT matrices are the product of sparse matrices, so
there are fast algorithms to compute the transform. The PSHT can also be implemented
with inexpensive hardware because all the transform operations require only shifters and
adders rather than multipliers. Additionally, in the most transform-based algorithms, the
size of the transform matrix is an integer power of two; however, in the PSHT, the size
of matrix is power of an arbitrary number [16].

The motivation behind using the PSHT as the basis for embedding a watermark into
an image in this work is that the parameters in this transform proved to be suitable for
controlling the fidelity and robustness of watermarking scheme. It is important to note
that if these parameters are being changed in the embedding process, the requirements of
watermarking would change, but does not hurt the watermark extraction; however, if these
parameters are changed, even slightly, in the extracting process, the watermark cannot
be extracted properly. As a result, the proper amelioration of these parameters to lead
the required fidelity and robustness in the watermarking process becomes an important
task. In addition, the sensitiveness of the extracting process to any slight changes to these
parameters may well be used as encryption keys for watermarking authorization [17].

The history of taking advantage of the proper selection of parameters in PSHT goes back
to a work done by Nassiri et al. in digital images processing for a texture feature extrac-
tion application. They showed that a subtly parameter modification of the PSHT could
outperform from the ordinary Walsh-Hadamard transform to discrete cosine transform
for their feature extraction application. In fact, by changing the transform parameters
and selecting some suitable parameters, they could achieve better feature extraction for
different images [18].

In addition, the PSHT is also used for digital image watermarking in the past by Xie
et al. In their method, they partitioned the host image into non-overlap blocks and used
a class of adaptive parametric slant bases for each block. They applied spectral spectrum
technique for watermarking embedding procedure. They utilized the average correla-
tion between the extracted watermark and original watermark based on blind extraction
algorithm in the watermarking detection procedure. They showed that their method’s
robustness performance was comparable with the other orthogonal domain watermarking
approaches with the presence of lossy compression. Their results indicated that the PSHT
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watermarking scheme had better performance consistently across all compression levels,
for both signals that were rich in low frequency and high frequency components [19]. Xie
pointed out an algorithm to select the transform parameters against only the JPEG com-
pression attack and they did not take advantage of the PSHT parameters in their scheme
as the one is proposed in this paper.

On the other side, Genetic Algorithm (GA) has been used in digital image processing
applications including image watermarking. In the past, researchers utilized the evo-
lutionary computation strategy to acquire nearly optimal parameters in digital image
watermarking to improve the performance of their schemes. As an example, Huang et al.
explored the optimal watermark embedding position by the GA, to improve the quality
of protected images sufficiently [20]. In addition, Shih et al. proposed a method which
embedded the watermark into the frequency domain. In the watermarking schemes where
the watermarks were embedded into the least significant bit of the coefficients, there oc-
curred the rounding errors. They used the GA to reduce the rounding error effects and
enhanced the fidelity and robustness of the scheme simultaneously [21]. Another example
is the work done by Aslantas et al. who explored an optimal watermarking scheme based
on singular value decomposition by using the GA. The singular values of the original
image were modified by multiple scaling factors to embed the watermark image. Modifi-
cations were enhanced by using the GA to obtain a higher robustness without losing much
of the image’s fidelity [22]. Besides, Kumsawat et al. utilized the GA in an embedding
technique that was based on the quantization index modulation technique using digital
wavelet domain. They developed an optimization technique using the GA to search for
improved quantization step which could enhance the quality of watermarked image and
the robustness of the watermark against variety of attacks [23].

Achieving optimal values for the PSHT parameters in the watermarking procedure with
closed form solution is proved to be difficult. It is because of the highly nonlinear be-
havior of the parameters as well as the involved high computational complexity due to
the building the required transform matrices. In the past, Xie tackled this problem by
introducing an algorithm which approximates polynomial of squared error curve to ame-
liorate the PSHT transform parameters which could only address the JPEG compression
attack [24].

In this study, the very same problem is addressed but a much more powerful solution
based on GA is offered. The GA helps us to obtain the solutions with a proper fitness
function in the watermarking system. The primary novelty of this study resides in the
way a GA-based scheme is exploited in order to search for the parameters that are both
able to improve the robustness of the watermark against some attacks (not just JPEG
compression attack) and keep the fidelity of the watermarked image high, simultaneously.
In other words, since the PSHT outperforms from ordinary Walsh-Hadamard transform
to discrete cosine transform, we used this transform that the GA ameliorates the trans-
form parameters for selecting the most suitable transform for each block individually.
Furthermore, because the level of the required robustness and the fidelity in different
watermarking application may differ, the utilized GA technique for transform parame-
ters selection may be used to obtain the most suitable parameter values that satisfy each
certain application requirements, separately.

The rest of this article is organized as follows: in Section 2, the methods including the
PSHT, genetic algorithm and watermarking procedure are reviewed; GA-based parameter
amelioration is described in Section 3; Section 4 is dedicated to the presenting of the
simulation results; in addition, the performance of watermarking against some common
attacks is evaluated; finally, the conclusion remarks are presented in Section 5.
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2. Methodology.

2.1. Parametric slant-Hadamard transform. In this section, a brief overview of the
PSHT representation of image data that employed in watermarking scheme is presented.
Let f represents the original image and F' the transformed image, the two-dimensional
PSHT is given by:

F = Syn.f.5T, (1)

where So» represents a 2" x 2" parametric slant-Hadamard matrix with real values with
size of original image, n is an integer number and 7" denotes the transpose. The inverse
transform to recover f from the transformed components matrix, F, is given by:

The parametric slant-Hadamard matrix of order 2" is generated in terms of matrix of
order 2"~! using Kronecker product operator [25], denoted by ), as:

s (1)

1
Syn = EQW(@ X) Son-1) n>1 (4)

where I, denotes the identity matrix of order 2 and ()3~ is the recursion kernel matrix
defined as:

1 0 . . 1 0
(LQn an . 02n—1 -2 . _a2n an . 02n—1 -2
02n—1_2 [2n—1_2 02n—1_2 IQn—l_Q
Qon = (5)
0 1 . . 0 -1 .
—b2n a2n . 02n—1 -2 . b2n a2n . 02n—1 -2
0217.—1_2 IQn—l_Q 02n—1_2 —Ign—l_Q

where 0j; denotes an M x M zero matrix and I, represents identity matrix of order M.
The parameters as. and ben are obtained recursively by [26]:

B 3(22n72) B 22n72 _ BZ”
e \/4(22n2> B T \/4(22“> B )

Based on the definition of the PSHT matrix, a parameterized slant matrix is a function
of parameters agn, ben which in turn is a function of sequence of g; {i = 4,8,...}. Note
that the user needs to select these transform parameters for his or her application. In this
study, the building block of the transformed image is based on the sub-block and the size
of the PSHT matrix is 8. Therefore, the elements of this matrix is a function of 54 and
Bs. In our algorithm, we use the GA to suggest the proper values for these parameters in
order to ameliorate the fidelity and robustness of the watermarking scheme. Additionally,
to increase the security of our algorithm different sets of parameters are sought for each
block individually.
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2.2. Genetic algorithm. Conventional search techniques are often incapable of opti-
mizing non-linear functions with multiple variables. The genetic algorithm methodology,
which was first introduced by Holland has become a popular evolutionary optimization
algorithm for such problems [27]. This algorithm finds the global optimal solution in
complex multidimensional search spaces. The GA is based on the theory of genetics and
natural selection. According to this theory, initial population is manipulated into new
population over several generations which gradually improve their fitness.

A flowchart of a simple GA is shown in Figure 1 [28]. According to this flow chart,
the GA consists of components including random number generator, fitness evaluation,
reproduction, crossover and mutation modules.

Start

2
Random number
generator
L 4
Initial
population

Evaluation  |—

stop [-yes

No

¥

Reproduction
v

Crossover

Mutation
v

New population

L

FiGURE 1. Flowchart of a simple genetic algorithm

The initial population needed to be assigned in this algorithm is a set of strings which
represents the solutions to a given problem. These strings are generated by the random
number generator module and then are encoded into the chromosomes. Associated with
each chromosome, a fitness value is computed by the evaluation unit. A fitness value is
a measure of the goodness of the solution that it represents. The fitter chromosome has
the greater chance to survive during the process [29].

In the initial population, a particular group of chromosomes are chosen as the parents of
the following new generation. The new chromosomes are generated from these parents by
using genetic operations. These operations include reproduction, crossover and mutation.
The aim of the genetic operators is to transform the set of chromosomes into another set
with higher fitness values.
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Note that the crossover operator chooses pair of chromosomes randomly and produces
a new pair. The simplest crossover operation is to cut the original parent chromosomes
at a randomly selected point and exchange their tails. The number of crossover operation
is governed by a crossover probability. Also, the mutation operator randomly mutates
or reverses the values of bits in a chromosome. The number of mutation operation is
determined by a mutation rate.

Finally, the GA proceeds with this process and repeats until it meets the terminating
condition. The population with the highest fitness value in the final iteration is assumed
to be the optimized solution.

2.3. Watermarking procedure. Any watermarking scheme consists of embedding and
extracting procedures. The former is embedding the watermark in the original image and
the latter is extracting the watermark from the watermarked image. In this study, at
the embedding procedure stage, the original image is divided into non-overlapped blocks
(compatible with the JPEG compression) and then, the PSHT of each block is computed.
Afterwards, the middle frequency band of each block is modulated using the following
equation [30]:

Fy =F+ kW (7)

where F'is the transformed image, k is the watermark strength, W is the transformed
watermark, and Fyy is the transformation of the watermarked image. Finally, the inverse
PSHT is computed and the watermarked image is obtained.

Our watermark extracting procedure is based on the reverse computation of Equation
(7). The reverse equation is:

1
W= (Fy ~ F) ®)

The embedding and extracting procedure of watermarking algorithm is summarized in
Tables 1 and 2, respectively.

TABLE 1. Summary of embedding procedure

Divide the original image into non-overlapped blocks;

Compute the PSHT of each block (GA is used to ameliorate the PSHT parameters);
Embed the watermark on the middle frequency coefficients;

Compute the inverse PSHT of the result to obtain the watermarked image.

==

TABLE 2. Summary of extracting procedure

Divide the original and watermarked image into non-overlapped blocks;

Compute the PSHT of each block;

Extract the bits of watermark from the middle frequency coefficients of each block;
Attach the extracted bits of watermark in order to retrieve the complete watermark.

=N

3. GA-Based Parameter Amelioration. In designing a digital image watermarking
system, we always encounter two objectives, the fidelity and robustness, which conflict
with each other. It usually is a challenging task to maintain both of these properties at the
same time. In this study, a genetic algorithm scheme is designed to ameliorate transform
parameters in order to achieve the best possible fidelity and robustness, simultaneously.
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Figure 2 illustrates the flowchart of the GA which is used to obtain the transform
parameters. The initial population of the GA consists of several chromosomes. FEach
chromosome consists of two real values for the two parameters (84, fs) for each block. In
other words, we simulate the transform parameters as chromosomes in the GA evolution
process. Furthermore, with the values of the transform parameters in chromosomes, the
transform matrix of the PSHT is computed and the embedding procedure is performed.

Initialization
> Embedding
Attack one Attack two Attack three
A4
Genetic operation ulial ‘ ¢ ¢
T Extraction Extraction Extraction
No ‘ # ¢
BCR BCR BCR
A

Final Fitness function |« I I

iteration

yes

4

Watermarked
image

F1GURE 2. Flowchart of transform parameters amelioration using GA

The fidelity and robustness are considered for evaluating the fitness of the chromosomes.
There are some criteria for measuring the fidelity such as mean square error and peak
signal to noise ratio. However, one of the most effective criteria for robustness evaluation,
which also used in this study, is Universal Image Quality Index (IUQI) which is proposed
by Wang et al. [31].

On the other hand, for the evaluation of the robustness of our watermarking scheme,
and as a result to pick the best the chromosomes, it is necessary to examine how well the
watermark could be extracted from the watermarked image even when certain attacks are
engaged. In this research, we considered three important types of attacks, namely JPEG
compression, median filtering and average filtering.

The parameter for measuring how well the watermark (it is an image itself), is correct
after the extraction is called the Bit Correct Ratio (BCR). In this research, the BCR
values of the extracted watermark under different attacks are calculated and then, the
average of these BCR values is computed and reported as an indication for the robustness
of the watermarking scheme [32].

Next, both UIQI and BCR are used to evaluate the fitness of a chromosome in the GA
to ameliorate the fidelity and robustness simultaneously. The GA fitness function which
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employs both UIQI and BCR parameters and used here is defined as:
3
. ) 1
Fitness_Function = UIQI + 3 Z BCR,; 9)
i=1

As explained earlier, in the above equation, the UTQI plays the role of fidelity measure,
while the BCR plays the role of robustness measure. It is to be noted that the choice of
this fitness function has been done to measure the fidelity and robustness but the user
may adopt any other quality metrics for his or her applications.

Computing the fitness value, the best chromosomes are picked as the most suitable
parents. Then, the next population are generated with crossover and mutation operators.
The GA proceeds with this process in each iteration of the algorithm until meeting the
terminating condition. Finally, the watermarked image and associated parameters are
delivered to the reception side. The mentioned scheme for ameliorating the parameters is
summarized in Table 3.

TABLE 3. Summary of transform parameters amelioration

1. Define the fitness function, number of variables, population size, crossover rate,
mutation rate and the number of generation;

Generate the initial population randomly (transform parameters);

Perform the embedding procedure as mentioned in Section 2.3;

Compute the UIQI between the original and the watermarked image;

Apply the attacks on watermarked image;

Extract the watermark from each altered watermarked image;

Compute the BCR between the original watermark and extracted one;

Evaluate the fitness function for each corresponding solution using Equation (9);
9. Pick chromosomes that have highest fitness values as the parents for the next
generation and discard the rest;

10. Apply the genetic operations on the parents and generate the new chromosomes
for the next generation;

11. Repeat the Steps 3-11 until the terminal condition is reached;

12. Select the chromosome with the highest fitness value in the final iteration

as the ameliorated solution (ameliorated transform parameters).

e S A

4. Experimental Results. The numerical simulation of our algorithm is implemented
using an Intel Pentium IV processor of 3 GHz and 2 GB RAM using Microsoft Windows
XP and MATLAB 7.3. We used the original 256 x 256 gray scale image of Figure 3 and
the 64 x 64 binary watermark image (University of Isfahan emblem) of Figure 4.

The choice of attacks, which is used for evaluating the robustness of watermarking
scheme, depends on the application of watermarking scheme. As mentioned before, the
employed attacks in our fitness evaluation process are the JPEG compression (quality
factor = 50%), median filter (3 x 3) and average filter (3 x 3). The JPEG compression is
applied as the attacking function because of the popularity of transmitting JPEG images
through the Internet. In addition, the median filter is used because this is a popular
non-linear spatial filter which is normally used to remove noise spike from an image. The
average filter smoothes out image data to eliminate noises. This filter performs spatial
filtering on each individual pixel in image using the gray level values in a square window
of size 3 x 3 surrounding each pixel [33].
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The number of blocks in our experiments is % = 1024. Therefore, we have to
consider 1024 x 2 = 2048 parameters in each chromosome. Choice of the GA parameters
is fully arbitrary although it affects the computational cost. Our GA parameters have
been tuned according to standard setting as reported in Table 4 [34].

Depending on the orthogonality of the PSHT, which is based on Equation (6) (the
elements of transform matrix must be real value), the initial range of transform parameters
are set to [—4,4] and [—16, 16] for 4 and [Sg, respectively. Also, the watermark strength

is set to 0O.1.

FIGURE 4. The watermark image

TABLE 4. The GA parameters setting

Population size 20480 (10xnumber of variable)
Creation function Uniform

Fitness scaling Proportional

Parents selection Roulette wheel

Crossover function Single point

Crossover probability | 0.6

Mutation function Uniform

Mutation rate 0.1

Stopping criteria 500 iteration

In order to show the efficiency of the PSHT domain, we compared the PSHT domain
with the method based on the DCT domain. The watermarked images resulted from both
the PSHT and DCT schemes are depicted in Figure 5. Based on these images, one can see
that the fidelity of the PSHT domain with the parameters evolved by the GA is similar
to that of the DCT domain. The UIQI values for the PSHT and DCT domain are 0.9982
and 0.9917, respectively. Therefore, To fairly analyze the results we may assume that
the UIQI values between the watermarked image and original one in both algorithms are
equal. It is to be noted that the more UIQI, the more similarity between the original and
watermarked image.

We use stirmark to estimate the robustness of the schemes [35]. Their corresponding
extracted watermarks after mentioned attacks are represented in Figures 6 and 7. These
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figures indicate four extracted watermark. The first one is the extracted watermark from
the watermarked image which is not altered. The three next ones are the extracted
watermark from the watermarked image which is damaged separately by the JPEG com-
pression, median and average filter, respectively. From the BCR values which are depicted
under the figures, we can realize that the PSHT domain obtains the extracted watermark
with the higher BCR values than the DCT domain (the higher result of the DCT domain
on the JPEG compression attack is due to compatibility of the DCT with JPEG com-
pression). To observe the improvement in both the fidelity of watermarked image and the
robustness against attacks with the aid of GA, we demonstrate the improvement of the
UIQI, BCR and fitness values along with the increase of iteration numbers in Table 5. Tt
is realized that the UIQI, BCR and fitness values increase as the iteration numbers are
increased.

FIGURE 6. Extracted watermarks from watermarked image in the PSHT
domain: (a) without any attack (BCR = 1.0000), (b) after JPEG attack
(BCR = 0.9999), (c) after median attack (BCR = 0.9779) and (d) after
average filter attack (BCR = 0.9665) to the watermarked image

TABLE 5. The UIQI and BCR values under different GA iterations

Iteration | UIQI | BCR1 | BCR2 | BCR3 | Fitness value
1 0.8509 | 0.9075 | 0.9597 | 0.9391 1.7863
100 0.8965 | 0.9188 | 0.9653 | 0.9588 1.8441
200 0.9982 | 0.9999 | 0.9779 | 0.9665 1.9796

The major advantages of using the genetic algorithm in digital image watermarking
is its high fidelity and good robustness simultaneously; however, the genetic algorithm
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FiGUuRE 7. Extracted watermarks from watermarked image in the DCT
domain: (a) without any attack (BCR = 1.0000), (b) after JPEG attack
(BCR = 1.0000), (c) after median attack (BCR = 0.9782) and (d) after
average filter attack (BCR = 0.9635) to the watermarked image

spends a lot of time to find the optimum solution. The time needed to perform our
program is approximately 250 second per iteration. Thus, the proposed algorithm is not
suitable for real time applications.

To demonstrate the robustness of the PSHT scheme, different attacks by applying
some typical image processing techniques such as noise addition, cropping, histogram
equalization, high pass filtering and scaling are also performed.

4.1. Noise addition. The watermarked image is corrupted by the Gaussian noise with
zero mean and variance of 500. Then, the watermark is extracted from the attacked wa-
termarked image. The watermarked image after additive noise, and extracted watermark
are shown in Figure 8. This figure shows that the quality of extracted watermark is good
and therefore, our watermarking method has high robustness against the additive noise
attack.

(a) (b)

FIGURE 8. (a) Additive noise attacked image and (b) extracted watermark
from attacked image

4.2. Cropping. Figure 9 shows a cropped version of the watermarked image in which
some part of the image is removed. From the extracted watermark which is presented in
this figure, it is concluded that the performance of our scheme against cropping attack is
satisfactory.

4.3. Histogram equalization. In the evaluation of the histogram equalization attack,
the histogram of watermarked image is equalized and then the watermark is extracted.
Figure 10 shows the histogram equalized watermarked image and the extracted water-
mark. It suggests that the proposed scheme is also robust to histogram equalization
attack.
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(a) (b)

FIGURE 9. (a) Cropped attacked watermarked image and (b) extracted
watermark from attacked watermarked image

(a) (b)

FIGURE 10. (a) Histogram equalized attacked watermarked image and (b)
extracted watermark from attacked watermarked image

4.4. High pass filtering. The robustness of our scheme by sharpening the watermarked
image is tested as well. Figure 11 shows the resulting image using a second-order But-
terworth high pass filter and the extracted watermark. The result indicates that the
proposed method can also survive the high pass filtering attack.

(a) (b)

FIGURE 11. (a) High pass filtered attacked watermarked image and (b)
extracted watermark from attacked watermarked image
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4.5. Scaling. The watermarked image is reduced to half of its original size. In order
to extract the watermark, the reduced image is recovered back to its original dimension.
The watermarked attacked image and the extracted watermark are shown in Figure 12.
The result suggests the high robustness of the proposed watermarking scheme against the
scaling attack.

(a) (b)

FIGURE 12. (a) Scaling attacked watermarked image and (b) extracted
watermark from attacked watermarked image

These results reveal that the PSHT domain scheme can generate watermarked image
with high robustness. In addition, the PSHT domain has some other advantages that
make it superior to other domains. The PSHT domain has some parameters that can
be used as keys for authorization process. These parameters can also be used in finger-
printing applications. Furthermore, in video watermarking for increasing the security of
the watermarking, we can use the PSHT domain with different transform parameters for
each frame. In addition, the extraction process needs the transform parameters which
is used in the embedding procedure, to extract the watermark properly. Therefore, this
dependency on the transform parameters makes the PSHT scheme more secure than other
domains.

Although only the Lena image has been used as the original image in the tests, the newly
presented watermarking scheme has been implemented in a wide range of original images.
All aforementioned results suggest that the GA-based proposed method has potentially
high performance for watermarking.

We can also expand the PSHT domain to color images. First, the RGB model of
original color image is converted into HIS model. Then the watermark is embedded into I
component. Finally, the embedded image can be obtained by converting the watermarked
HIS model into RGB model.

5. Conclusions. In this paper, digital image watermarking based on parameters amelio-
ration of parametric slant-Hadamard transform using genetic algorithm is presented. The
motivation of the present work arises from the necessity of finding out the factors that
are responsible for ameliorating the fidelity and robustness of the watermarking. Tradi-
tional transforms such as DCT and DW'T have the fixed transform matrix which causes
the fixed fidelity and robustness. However, the parametric slant-Hadamard transform
includes some parameters that are suitable to ameliorate the fidelity and robustness. In
different applications, the user can vary the transform parameters empirically to achieve
the suitable watermarked image. However, the fidelity and robustness properties, which
are conflict with each other, are needed in the most practical applications simultaneously.
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Therefore, we apply the genetic algorithm to select the appropriate transform parame-
ters to make a trade off between the fidelity and robustness. In the evolution process,
the transform parameters are simulated as chromosomes. A fitness function based on
the fidelity and robustness is defined. Then, the GA proceeds to find the suitable trans-
form parameters that maximize the fitness function value. The experimental results show
that the GA improves simultaneously the robustness and fidelity of the PSHT domain
watermarking scheme and it brings us the scheme closer to an ideal watermarking scheme.
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