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ABSTRACT. In most wireless sensor networks (WSNs), all data converge to the sink. A
node needs to forward data from its downstream nodes that are farther to the sink. Thus
the nodes closer to the sink have relatively heavier traffic load, which easily results in
congestion at these nodes. To deal with this problem, this paper presents a novel hierar-
chical congestion avoidance algorithm, HCA, and HCA provides different channel access
opportunities to different nodes based on the distribution of traffic loads. In another
word, HCA gives the nodes with heavier loads more chance to transmit data to avoid and
mitigate congestion occurrence. For each node, its traffic load is estimated via the hier-
archical level it locates and the number of children it has. Simulation results show that
HCA algorithm reduces packet loss ratio, improves throughput and gains energy saving
in single-path WSNs, which highlights the property of mitigating congestion of HCA.
Keywords: Congestion control, MAC protocol, Wireless sensor networks (WSNs)

1. Introduction. In most wireless sensor networks (WSNs), all data converge to the
sink in a hierarchical way. This hierarchical structure for data transmission gives nodes
unequal responsibilities for traffic propagation. We call nodes that are close to sinks
upstream nodes and nodes that are relatively farther to sinks downstream nodes. On
condition that a node m transfers data for a node n, i.e., node n is a downstream node
of node m, we call node n is a child of node m, while node m is the parent of node
n. Generally, nodes closer to the sink and/or with more children will have higher traffic
loads. In MAC protocols based on Carrier Sense Multiple Access with Collision Avoidance
(CSMA/CA), such as IEEE 802.11 [1], the channel access mechanism is designed based
on equal probability of channel access. In ordinary ad-hoc networks, since each node
can also be the traffic destination, the traffic load is spread across the entire network.
In this case an equal channel access strategy can work well. However, in a WSN, based
on the analysis above, continuous sensory data streams from child nodes may cause and
aggravate congestion at the parent node that is closer to the sink, as shown in Figure 1.

Congestion is one of the problems that have negative influence on network performance,
e.g., data loss ratio, throughput, and energy consumption. In ad-hoc networks, congestion
occurs when traffic load exceeds the network capacity. In WSNs, the origin of congestion
in ad-hoc networks is not the only reason of congestion. To simplify the analysis, as shown
in Figure 1, suppose only cl, ¢2, and p share the channel regardless of the influence of
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FiGURE 1. Problem brought by equal channel access in tree structured WSNs

the other nodes. Under equal channel access probability, the data from c1, ¢2, and p have
the same opportunity to be transmitted. The successfully transmitted messages from cl
and ¢2 go to p for further transmission. Suppose each node has continuous data, during
a period of time for transmission, p, c¢l, and ¢2 are permitted an equal access to the
channel, and thus can send an equal quantity of data. Since p cannot send messages any
faster than its children, and has the responsibility for transmitting all their messages, after
some time, messages from cl and ¢2 will cause congestion at p, and be discarded. The
energy and bandwidth used for these discarded data are wasted. The congestion at p we
mention here is mainly caused by the improper assignment of channel access probability.
We call this problem as semblance congestion, which is a special case of congestion in tree
structured WSNs due to the transmission structure. It is special because the origin is
different from congestion in general ad-hoc networks. Reducing semblance congestion can
mitigate congestion as a whole in tree structured WSNs.

Semblance congestion control involves the following three key problems:

1) Finding a suitable metric for semblance congestion control. When congestion occurs,
it is hard to distinguish between regular congestion and semblance congestion. In order to
evaluate the mitigation of semblance congestion we examine the following common WSN
congestion control performance metrics: data loss, throughput, and energy consumption.

2) An efficient benchmark for channel assignment is required (i.e., the basis for the
distribution of channel). In ideal conditions, channel assignment should fit the distribution
of the traffic load. However, this is hard to measure. Since the closer a node is to the
sink, the heavier traffic load it will have, we can approximate the load distribution via
the information of hierarchical structure.

3) How to adjust the probability of being allocated access to the channel? CSMA/CA
based MAC protocols, e.g., IEEE 802.11, provide several mechanisms to adjust the channel
access probability, such as the minimal and maximal size of contention window, back-off
increasing factor, inter-frame space, and back-off time distribution [2]. Thus semblance
congestion control should have the capability to adjust nodes’ access probabilities.

Taking into account these three issues mentioned above, we analyze the problem of
semblance congestion in WSNs, and propose a novel semblance congestion control proto-
col: Hierarchical Congestion Avoidance Algorithm (HCA), and evaluate its performance
via simulation experiments.

The rest of this paper is organized as follows. After surveying the related works in
Section 2, we present the network model and notation definitions in Section 3. Section 4
addresses semblance congestion mitigation with HCA algorithm, followed by the evalua-
tion of HCA’s performance in Section 5. Finally, conclusions of this work are provided in
Section 6.
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2. Related Works. WSNs are restricted by energy consumption, memory, and com-
munication bandwidth. In general, due to the characteristics of WSNs described below,
congestion control schemes for traditional networks cannot, for the most part, be used
directly in WSNss.

First, in a WSN, each node has to face the semblance congestion problem addressed in
Section 1.

Second, energy consumption needs to be taken into consideration. Energy is always a
key metric to evaluate an algorithm in WSNs.

Finally, WSNs are not reliable due to the unstable feature of wireless transmission.
Information redundancy is widely involved, which means that most WSNs have a tolerance
for message loss, i.e., it is generally not necessary to guarantee zero data loss.

It is challenging to design congestion control schemes for WSNs. The existing congestion
control solutions for WSNs can generally be classified into two categories: traffic control
and backup transmission.

Traffic control methods include source rate control [3-8] and forward rate control [9-13].
In PORT [3], ESRT [4], and CRRT [5], centralized control schemes are adopted based
on reliable transmission. In PORT [3], the source-reporting rates are decided at the sink
based on the consideration of energy consumption and the fidelity of the phenomenon
knowledge. ESRT [4] is a transport solution where the reporting rates of the source nodes
are decided at the sink based on the state of event reliability. In CRRT [5], the rate
of the source nodes is assigned at the sink based on the rate assignment policy of the
applications and is controlled at the sink via congestion notifications from intermediate
nodes. IFRC [6] is a distributed method which uses certain rules and an Add Increase
Multiply Decrease (AIMD) method to adjust the source rate. To gain efficiency, it requires
the nodes to detect all incoming messages in order to check the congestion conditions [6].
DiffQ [7] is a differential backlog based MAC scheduling and router-assisted backpressure
congestion control algorithm. CL-APPCC [8] is a predictive congestion control scheme
based on a grid structure.

Forward rate control generally uses a distributed method [9,10]. This method may
transfer the congestion backwards to the source nodes. It may be combined with source
rate control to gain high efficiency, such as PCCP [9], CODA [10], and the work in [11,12].

Backup transmission can be multipath routing [13-15] or sink backup [16]. They gen-
erally need additional resources.

Most congestion control related work pays little attention to semblance congestion
as described above, though some work on MAC optimization notices the problem of
unfair channel assignment and prioritizes the traffic on MAC layer. In [11], the authors
address a MAC layer method of mitigating congestion via adjusting the back-off window
to increase the probability of the congested node gaining access to the channel, whereas
the adjustment in [12] is done at the congested node after congestion has occurred to help
reduce the queue occupancy of the congested node. HCA prevents semblance congestion
via an adjustment at each node, which avoids the damage caused by congestion before
control compared with the method in [12]. A constant parameter is used to apply the
adjustment in [12], whereas in HCA the adjustment is applied based on the property of
tree transmission structure. In [7], the authors give each flow different MAC layer priority
to mitigate congestion combined with traffic control. This idea is similar to HCA; however,
they have different objectives. The authors of [7] do not focus on the inherent problem of
the WSNs transmitting to a sink node described above, which is the key focus of HCA;
they instead focus on WSNs without sink nodes. In [8], authors aim at giving greater
channel access opportunities to the nodes waiting for the channel for a longer time to
improve the fairness in a grid structure. The objective of the work in [8] is not to tackle
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semblance congestion. Generally, MAC layer priority based work is oriented to traffic
flow, whereas HCA is aimed at reducing semblance congestion caused by the inherent
disadvantage of the special network structure. The combination of regular congestion
control with HCA may further improve the efficiency of the previous work.

3. Network Model and Notation Definition. We use an undirected graph, G =
(S,E,s), to represent a WSN, where s is the sink node, S = {n|1,2,..., N} is the set
of sensor nodes, and F is the set of undirected communication edges. Also G can be
described as a transmission tree rooted at s, T' = (S, EC'), which has M levels (EC C E).
This single path upstream transmission tree is one of the most common manners observed
in WSNs. We make the following assumptions:

e The network is static; both nodes and sink are stable after deployment.

e Each node has the same transmission range; the sink cannot communicate with all

nodes directly.

e The energy consumption of each node is mainly due to communication [17]; according

to measurement in [18], the ratio of the energy consumption of transmitting to that
of receiving is 2.5 to 2.

Generally, in a network such as the one described above, a node transmits the data of
both its children and itself. A node closer to the sink and that with more children in 7T’
will have a greater traffic load. We state the condition more formally as follows:

Transmission Condition: in single-path WSNs with one sink, a node n, n € S, has no
lighter traffic load than any arbitrary child m.

9 @ (@) I
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FIGURE 2. An example of the tree structured WSN

To facilitate the presentation, we give an example of the tree structured WSN shown
in Figure 2. A node, n, which has i hops from the sink in tree T is on level [(n) = [;; e.g.,
in Figure 2, [(9) = ly; the set of nodes on level [; or I(n) is defined as L; or L(n), e.g., in
Figure 2, L(5) = Ly = {5,6,7,8,9,10, 11, 12}; the children set of node n is denoted by C,,
e.g., in Figure 2, C7 = {18, 19}; the children set of level [; or I(n) is defined as Cy, or Cjn),
e.g., in Figure 2, Cy3) = C;, = {5,6,7,8,9,10,11,12}; the average number of children of
level I; or I(n) is defined as ﬁ or Cyny, e.g., in Figure 2, Cj) = C—ZQ = 2; the average
_ M= M—1

number of children for the whole network is defined as C' = > |C}] / >~ |Lj], which
I(1)=1 Jj=1

does not take the sink and the leaf nodes which have no child into consideration; the child

coefficient of n is defined as a,, = Cal /(Comy) % 70
0 Ciny =0

as = 1, where Cj(,,) = 0 means n is the leaf node which has no child. «,, is the ratio of the

, e.g., in Figure 2, g = 3/2,
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number of node’s children to the average number of children for the nodes on the same
level. If «, is larger than one, n has more children than average of L(n); otherwise, if «,
is less than one, n has less children than average of L(n), i € {1,...,M — 1}, n €S.

4. Semblance Congestion Avoidance.

4.1. Main concept and mathematical analysis semblance. In CSMA/CA based
MAC protocols, certain parameters are used for channel access control. Take the IEEE
802.11 protocol as an example, the contention window is one of the factors for channel
assignment. The value of contention window, C'W, can be set to the value between the
minimum contention window, C'W.;,, and the maximum contention window, CW ... If
the channel is busy, transmission is deferred for a randomly selected back-off interval
n [0,CW]. The contention window is initially set to the minimum contention window
size, CWpin, and doubled when a collision occurs until reaching the maximum contention
window size, C'Wyax. The smaller CW i, a node has, the less back-off interval it may
take, and the greater channel access opportunity it should have. An equal value of CWp,i,
across the whole network guarantees an equal probability of channel access in 802.11 [1].
In our case, the question becomes how to adjust C'Wy,;, to mitigate semblance congestion.
The closer the channel assignment is approximate to the traffic distribution, the better
result we will achieve. However, due to the limitations of WSNs (e.g., energy limitation),
it is costly and unrealistic to provide an accurate centralized control. As described in the
introduction, the traffic load of a node is related to its level in the tree structure and the
number of children. We approximate the distribution of traffic loads using the hierarchical
level and the number of children of each node. Firstly, we give a uniform CW,,;, value,
CWl. 0 < i< M, to the nodes on the same level based on the tree structure, which
guarantees the fairness of the nodes on the same level and gives a benchmark to the
calculation of the C'W i, of each node. Secondly, each node calculates its C'W ;. based
on the CW,y;, of its level and its child coefficient to fit transmission condition. The
equation to set C'Wy,, is given below to adjust channel access opportunity.
CWin of level ;11 gives the benchmark of CWy, of the nodes on level I;1:

CW2.(1+C)X i=0
i+1 — rnln —to 1
CWoi { CWE (14T 0<i<M (1)
=log (1+C)" (4/(CWY,)) (2)
where CWI(I)un is the CWpin of the root node, C’anm represents C'Wii, of layer [;, A is

a constant (A > CW2. ), which provides an upper bound for CWy;, below. We use
the upper bound A to prevent a too large CWy,;, of a node, which makes the node have
a small probability of sending out messages. The upper bound A can also adjust the
algorithm based on the network environment (e.g., the scale of the network). Depending
on the Transmission Condition, we keep the C’Wmm of node ¢ no less than that of its
parent p. The difference between CWY. and CWHLH1 depends on the average number of
children of L;_; and adjustment coefficient x, which is calculated from A.

CWhiin of node n based on C’Wmm

0<a,<1

mll’l ?

own. { g;f— Biwy) exp(1 — o) + By )CW!D) | 0, > 1 )

By = (1/ (1 4 Ciny—1))" (4)
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where we use «,, to adjust the dlfference of the number of children for the nodes on the
same level. By, is the ratio of CWmm " to CWmm, which is proved below.

(1)-(4) suffice to guarantee two theorems as follows.

Theorem 4.1. CW,;, of any arbitrary node n s larger than that of its parent m, i.e.,
Vn € C(m), CWr, >CWn

min min*

Proof: Since C >0, M >0, A>CW?2% >0, (1+C)YM > 1, A/(CW?,) > 1, thus
= log(1+ C)M (A/(CWI?M)) > 0.
Then Vi < M, we have (1+ C,,)X > 1, by (1), we get CW5 ' > CW¥  which means

that C'Wi,, of any arbitrary level is larger than that of its parent level.
Now we do a case study:
Case 1: oy, > 1.
Since 0 < 1/(1 + Ciny—1) < 1 and x > 0, by (4), we get 0 < Bjp,) < 1. Because
0 <exp(l —ap) <1, weget 0<(1—Byy)exp(l —ay,) <1— By, then
Biny < (1=Bym)) exp(l—ap)+Bymy < 1 by( ) to (4) we get Bin) =cwir /C’

Then ((1 Bl( y) exp(l —ay) + By, )C’WmlIl > CWmln ' with (3) we get C’Wmln
cwr, < OWmm

If a,, > 1, we have CW < C’Wmln , CWnﬁm > CWmln , then CWnﬁm > CWHTln

Otherwise, if a;, < 1, we have CW = C’WmlIl , then CW[, > CWmln CW..

That is to say, in th1s case 1, no matter what value a, is, CW}, > CW always

holds.
Case 2: o, < 1.
Now we have CW» = CW'®

min l'l’llIl

If ap > 1, we get CW™ < CW'™  then CWr, = W' > cw'™ > cwm

min min mll’l min min min*

Otherwise, a,, < 1, and we have CW™ = CW.™  then CWn, = C’Wmm > C’Wmm =

min min min
cwp .
That is to say, in this case 2, no matter what value o, is, CW". > CW™ always

holds.

With both case 1 and case 2, Theorem 4.1 holds.

With Theorem 4.1, we can make sure that (1)-(4) meet the Transmission Condition.
Using (1)-(4), any arbitrary node has no greater channel access opportunity than its
parent.

Theorem 4.2. CWy,i, of any given node has an upper bound of A, i.e.,¥Yn < N, CW. <
A.
Proof:
CWi, = CWi= (1+ T, )X
= CWiin(1+ Cpp)X(1+ G )% -+ (14 Gy, )X
= CWiial(1 + Cip) (1 + Cpy) -+ - (1 + Gy, I
Applying the AG inequality (inequality of arithmetic and geometric means), we get

[(1+Cy) (1 +C) - (140G, )]

< ((1+C_l0+1+0_h+---+1+aM1)/(M)>M= (1+0)"

Hence, by the definition of CW/+' (i < M) in (1), we get

min

CWhe < CWo, [+ O)PM]X = CWR(A/(CWE,))

min — min min min

A.



A HIERARCHICAL CONGESTION AVOIDANCE ALGORITHM 5205

According to the proof of Theorem 4.1, we get Vi < M, CW'+t > CW.

min min*

On the analogy of this, we get CW?. < CVVZ1 C’WZM < A.

min mll’l min

If o, > 1, as proven above, CW?. < CW'" by CWmm < A, we get CW

Elseif a,, <1, CW2, = CWmm, by CWmm < A, we get CWL < A.

min

< A.

4.2. HCA algorithm. Based on (1)-(4), we propose our HCA algorithm which is shown
in two parts: initialization, and HCA implementation, see Figure 3 and Figure 4 respec-
tively. Given a deployed network with /N sensor nodes and a sink, s, the initialization is
the process of constructing a transmission tree 7" rooted at s. Each node n keeps several
parameters: parent (parent id), non-leaf (1 if the node is not a leaf), I(n) (the level of
n), and «a, (the children coefficient). The parameters are initially set to zero. Sink s
broadcasts a query message, which includes a hop segment, A, to record the hop number
the message goes throw. Node n compares the value of its level with the hop count in
the message: if its level is greater than the hop count, n sets the pre-hop node as its
parent, and forwards the message, increasing h by one; otherwise it sets non-leaf = 1
which means it is not a leaf in the tree. 71" has been constructed. The next step is to
send s the information. The nodes which have non-leaf = 0 send gathering messages

Initialization

Input: a deployed network & with N nodes and a smk s
Output: a transmission tree 7 rooted at s

1: for eachnode n m G do
2: parent < 0,non—leaf < 0.1(n) < INFINITE. o, < 0
3: end for
4: s broadcasts a query message with the hop segment 5 =1
5:for node n m & wlhich receives the query message do
6. if /(n) =/ then W Tree T 1s beng constructed
7 l(n) < h, parent < pre —hop —node,h < h+1
8: torward the message
9. elseif /(n)</’ then

10: non—leaf <1

I1: endif

12: end for

13: for each node i with non-leaf = 0 do

14:  send a gathering message with /(7), ito its parent
15: end for

16: for each node ¢ with non-leaf =1 do

17:  waiting for a certain period for the gathering message
18  if no gathering message then

19: send a gathering message with /(¢), ¢ to its parent
200 endif

21: end for

22: for each node j receives the gathermg message do
23:  forward the message with adding 7(/), j

24 end for

25: s gets the Tree T via the gathering messages

FIiGurEe 3. Initialization
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HCA algorithm

Input: a transmission tree 7 rooted at s

Output: mmimum contention window of each node » m I'(CW)
1. get M, C.and ¥ as m (2) from T
2:fori =1toM-1do
3:get L, al)z1se(1 on the defmitions from 7
4 CW) «— CW= pow((1+C, ). 1)

S:get B by C, and7 asin (4)

6. end f(l)r -

. s broadeasts C W;,';",-,,: and B,

8: for each node » n 7'do

9:  get,as the definition

o caleulate CW by CW.and B, as m (3)

11: end for

_
- o

Ficure 4. HCA algorithm

with their level and id to their parents. Node n which receives the message adds its
level and id to the message and forwards it. After the initialization, s gets the structure
information of the tree. For each level I; of T, CW/. and By, are computed at s based
on (1), (2), and (4). s then broadcasts CWY and B;,. The node n which receives the
information calculates CW?™. based on (3), and sets the minimum contention window.
The algorithm here is suitable for WSNs under the assumptions in Section 3. Under the
condition that the number of children for each node is approximately the same, which

is relatively common under uniform node deployment, (1) and (3) can be simplified to
CWp, = CWI = W0, (14 C) X by Cp = Ciy =C,ne S, ie{l,...,M—1}.

min min min

Then steps 5 and 8-10 in HCA algorithm are omissible in this instance.

5. Simulation Results. We simulate HCA on the NS2 simulator [19]. First, the perfor-
mance of HCA is compared with the IEEE 802.11 protocol in three networks: one central
sink with 20, 50, and 100 nodes in a 200 m x 200 m sensing field. The transmission range
of each node is 40 m. The capacity of queue is set to 1000 packets since most motes [20]
have 512K bytes memory.

Second, we give the comparison results among HCA, IEEE 802.11 and DPCC [21]
with small queue capacity (60 packets) in a network with 50 nodes. We use small queue
capacity to keep in accordance with the DPCC, because the DPCC uses queue length
management to mitigate congestion and uses a small queue in the simulation setting [21].
Because we are only concerned with the comparison of energy consumption, we just give
the relative measurements here. The energy consumption for transmitting a packet is set
to 2.5 units, and for receiving a packet is set to 2 units according to [18].

In all our simulations, we focus on such three important performance metrics as data
loss ratio, throughput, and energy consumption.

5.1. Data loss ratio. Figure 5 depicts the packet loss ratio with varying packet sending
rates. Data loss ratio is an important benchmark of congestion control. Here the improve-
ment of the data loss ratio of HCA is due to the mitigation of the semblance congestion.
Figure 5(a) shows the 20 node network. HCA with A = 32 reduces an average of more
than 50% of the loss ratio compared to the 802.11 MAC protocol. Figure 5(b) presents
the 50 node network. HCA with A = 256 reduces loss ratio by around 50% over 802.11.
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Ficure 5. Curves of data loss ratio under different sending rates comparing
the 802.11 protocol with HCA

Figure 5(c) shows the 100 node network. The performance of HCA with different value
of A is analyzed. The loss ratio goes up to 80% with 20 p/s sending rate for the 802.11
protocol. HCA with A = 40 behaves no better and sometimes even worse than 802.11
because the lower value of C'W ,;, of the nodes which are closer to the sink may introduce
more conflicts. HCA with A = 256 has a much more stable loss ratio with the change
of the sending rate. Even when the loss ratio increases to 80% with 802.11, HCA with
A = 256 achieves 15% less. According to the above results, it is clear that the value of A
in HCA has a strong influence on efficiency, and the correct choice depends on the scale
and the setting of the network.

5.2. Throughput. Figure 6 shows HCA’s benefit on throughput. HCA gains larger
throughput than the 802.11 MAC protocol in almost all cases except when A = 40 in the
100 node network as shown in Figure 6(c). Furthermore, the throughput of HCA is more
stable than that of 802.11 in almost all the cases. The simulation results show that HCA
performs better than the 802.11 protocol with HCA in throughput.

——s02.11 200}
o> o + = = HCA with A=32 -

—802.11

170+

throughput {p's)
E B 8
L s
throughput (pés)
B 8B &
throughput (pis)
B 3 8B

= = HCA with A=40 | 7|

ol 150 =+ = HCA with A=64 | -
140 4 4 —802.11 s40.] =--=HCA with A=128 |
40 = = HCA with A=256 - ===~ HCA with A=256
= o] L R e — 1
T T T T T T T T T T tam T T T T T
100 00 300 400 500 100 200 300 400 500 10 20 30 0 50
sending rate (p/s) sending rate (p's) sending rate (p/s)
(a) 20 node network (b) 50 node network (c) 100 node network

FIGURE 6. Throughput-rate curves comparing the 802.11 protocol with HCA

5.3. Energy consumption. Figure 7 shows the comparison of the energy consumption
per successfully received message between 802.11 MAC protocol and HCA. Energy con-
sumption is an unneglectable metric in protocol design of WSNs [22,23]. In Figure 7(a), we
can see that energy consumption per successful message of HCA even goes down slightly
when sending rate is beyond 250 p/s. We can find in Figure 5(a) that the data loss ratio
of HCA during this period goes up slightly. We consider the reason is earlier drop of
more failed messages. HCA saves energy via blocking unsuccessful packets at an early
stage as well as by reducing the loss ratio. In the 100 node network, HCA with A = 40
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FIiGUurRE 7. Curves of energy consumption under different sending rates
comparing the 802.11 protocol with HCA

consumes more energy per successful message than the 802.11 protocol when sending rate
is below 5 p/s. The reason is much the same as for the data loss ratio that the small
values of C'Wp,, of the nodes closer to the sink inflict more channel conflicts. The number
of retransmission increases which results in more energy consumption. The simulation
results show that HCA offers a performance improvement on energy consumption.

5.4. Comparison with DPCC [21] and 802.11. Figure 8 shows the comparison of
data loss ratio, throughput, and energy consumption of HCA, 802.11 and DPCC [21].
The interval to perform the calculations of the rate and back-off time of DPCC is set to
0.5 second. The ideal queue level in DPCC is set to 48 packets. The gain parameter ky,
in DPCC is set to 0.8. In Figure 8, it is very clear that HCA performs much better than
both 802.11 and DPCC in packet loss ratio, throughput and energy consumption under
a small queue capacity. In Figure 8(c), when the sending rate is below 8 packets per
second, DPCC consumes much more energy than the other two. Only when the ratio of
sending rate to control rate is in a certain range, the energy consumption of DPCC is less
than that of the 802.11 protocol, which verifies that the introduction of control messages
degrades the performance on energy consumption.
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FIGURE 8. Comparison of (a) data loss ratio, (b) throughput, and (c) en-
ergy consumption between HCA, DPCC, and the 802.11 protocol for 50
node network

6. Conclusion. In this paper, we have studied semblance congestion in WSNs, and pro-
posed a hierarchical congestion avoidance algorithm: HCA. Different from most existing
congestion control methods which aim at eliminating congestion, HCA manages to mit-
igate semblance congestion with little expense. Meanwhile, HCA cuts down resource
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usage especially energy consumption via decreasing unsuccessful message transmission.
Hierarchical and children information is used to adjust CW,,;, and further gains channel
bandwidth assignment. Simulation results verify that HCA reduces loss rate and energy
consumption significantly. HCA algorithm makes the following contributions:

1) An analysis on semblance congestion is addressed. To the best of our knowledge, it
is still an outstanding problem.

2) A mathematical model is given to calculate the minimum contention window for a
node based on observation and analysis of the transmission condition which describes the
origin of semblance congestion.

3) Two theorems are given, which guarantees the minimum contention window of any
arbitrary node n is larger than that of its parent m, i.e., any arbitrary node n has less
probability of accessing the channel than its parent m. This proves the correspondence of
minimum contention window and the transmission condition. An upper bound is provided
to guarantee a reasonable value of minimum contention window.

4) Different from existing congestion control schemes, HCA focuses on channel assign-
ment without rate control or additional resources.

5) HCA can be applied on its own or combined with other congestion control schemes,
which increases the flexibility of HCA.

HCA concentrates on channel access assignment, which facilitates the combination of
HCA with other congestion control protocols to make better use of network resources.
It pays little attention to data overflow, which is the origin of ordinary congestion. In
the future work, the combination of HCA and other congestion control schemes on data
overflow is going to be done to gain better effectiveness.
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